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Gradual types = Static types + any



Strong reject!



Transitivity is key to subtyping



Subtyping models data flow



Strong accept!



public tainted



Gradual types = Security* types!



Syntactic separation of types / safety



“Safety qualifiers”



Safety lattice





Precision lattice







Types

Safety





Type tags



Well-formed types / safety



Hint: this is  
the most important slide  

in this talk!



Polarities 💓





☠



Mutability + Subtyping = ☠



Well-formed = Sound

“I’ll be fine, thank you!”

“Help me please!”



Applications



Well-typed programs can be optimized





Inference
Dynamic checking

Static checking



Insert dynamic checks  
for tainted types…



Remove dynamic checks  
for trusted types!



Also,  
“subtyping models data flow”



Well-typed programs can’t be blamed





“Encouraging discovery!” #

“Disappointing reception” $



Safety

Precision





Symmetric rules, Asymmetric encoding

Tainted types = any
Trusted types = Static types




